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Abstract of the contribution: New solution for KI#2.
1 Discussion
[bookmark: _Hlk85614707]It is needed for industry to aware of traffic usage information of employees in real-time. They require for traffic usage monitoring, e.g. accessing specific application/service/DNN/network slice during specific period, especially for industry network.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to add a new solution of KI#2 to TR 23.700-63 FS_UPEAS_Ph2.
[bookmark: _Toc22214903][bookmark: _Toc23254036]
FIRST CHANGE “all the text is new”
[bookmark: _Toc510604403][bookmark: _Toc509905226][bookmark: _Toc436124703][bookmark: _Toc22214904][bookmark: _Toc435670433][bookmark: _Toc23254037][bookmark: OLE_LINK1]6.X	Solution #X: Usage information exposure by UPF 
[bookmark: _Toc112753966][bookmark: _Toc117571369]6.X.1	Key Issue mapping
This solution is for KI#2.
6.X.2	Description
AF may need to know the traffic usage information of specific users in the local Network Slice or local NPN in real-time. The main intention is that the AF or the Vertical Campus owner can have a clear idea of how much traffic the local network has consumed within a short time. It is proposed to expose this information through API interface to alleviate the complex in AF side(Since currently, some verticals they do not have the tool to monitor the Network Slice and NPN on-going traffic information).So in this solution, it is proposed to let UPF can directly expose the traffic usage information for specific UE or for a group UEs when the UE accesses to DNN/Network Slice/NPN during specific period.
[bookmark: _Toc112753983][bookmark: _Toc117571393]6.X.3	Procedures
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Figure 6.X.3-1: Usage report exposure to AF by UPF
1. The AF invokes Nnrf_NFDiscovery_Request service operation with UE IP address list, DNN, S-NSSAI to find the proper UPF(s).If the AF is untrust AF, the AF should provide the request to NEF firstly.
2. NRF response with the candidates UPF(s).
3. AF invokes the Nupf_UsageReport Subscribe service operation with Usage monitoring assisted information including application id, Usage aggregation period, reporting frequency.
4-5. UPF start the Usage monitoring based on the assistance information and report the Usage information to NEF/AF.


[bookmark: _Toc92875664][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc97036722][bookmark: _Toc93070688]6.x.4	Impacts on services, entities and interfaces
UPF:
-	Support a new service of Nupf_UsageReport service operation.
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